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ЗАКЛЮЧЕНИЕ

Представленнаявработеметодикапостроениясистемызащитынабазеразработанногологическогоязыкаописаниярисковпозволяетформализоватьописаниекомпьютернойсистемывыполнитьоценкурисковнарушенияинформационнойбезопасностиивыбратьвариантсистемызащитысогласнотребованиямполитикиинформационнойбезопасностииограничениямнариски

Вработеполученыследующиеосновныерезультаты

 Разработанамодельсвязывающаяоценкурисковнарушенияинформационнойбезопасностисдетализированнымописаниемкомпьютернойсистемынабораугрозфункцийисредствзащиты

 Разработаниреализованлогическийязыкописаниярисковпозволяющийприниматьрешенияодопустимомзначениирисканаоснованииописаниясистемыугрозисредствзащитыинформации

 Разработанаметодикаоценкирисковоснованнаянаразработанномязыкеипозволяющаяучестьстепеньопасностиугрозивлияниесредствзащитынарискинарушениябезопасностивкомпьютернойсистеме

 РазработанаметодикаанализавариантовсистемызащитыинформацииоснованнаянаязыкеописаниярисковМетодикапозволяетвыбратьсредствазащитыинформациисогласноограничениямнарискиитребованиямполитикиинформационнойбезопасностисучетоммножестваатрибутов

РазработаннаяметодикапостроениясистемызащитыбылапримененадляпостроениясистемызащитывкомпьютернойсистемесмобильнымсегментомБыласоставленаформальнаяспецификациясучетомугрозвоздействующихнасистемусредствзащитыинформациивыполненанализразличныхвариантовсистемызащитыипроизведенаоценкарисковнарушениябезопасностииврезультатевыбрансоставсистемызащиты