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ЗАКЛЮЧЕНИЕ

· Проведен анализ состояния исследований особенностей смарт-

карт в настоящее времея, их прицпипы классификации, стандарты и

спецификации, угрозы бесзопасности. Рассмотрено взаймодействие между

биометрической системой и смарт-картой с целью выработки требования к

созданию биометрической системы идентификации личности с

использованием смарт-карты в СРВ с учётом существующей экономической

ситуации страны и уровнем ее технологического развития.

· Определены требования к биометрической системе

идентификации с использованием смарт-карты с учётом особенностей их

использования во Вьетнаме[70].

· Разработана модель и программная архитектура системы

идентификации личности на основе многофакторной биометрической

аутентификации.

· Разработан алгоритм распознавания и сравнения отпечатков

пальцев с использованием нечёткой триангуляции Делоне[69-70],

применения разработанных алгоритмов в системе идентификации во

Вьетнамских государственных органах, компаниях доказал эффективность и

надёжность при идентификации личности.

Результаты работы использованы Центром информационной технологии – Государственного Комитета по информационной Безопасности Вьетнама (Vietnam Goverment Information Security Committee) при создании системы идентификации личности c использованием смарт-карты в государственных органах. Спецификации алгоритма распознавания и сравнения отпечаткам пальцев с использованием смарт-карты применены компанией ООО «НАМ ТАМ ГРУПП» и Вьетнамской ОАО компанией «TP ТОРГОВЛИ И ТЕХНОЛОГИИ» при разработке системы контроля доступа и рабочего времени.
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