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ЗАКЛЮЧЕНИЕ

В современном мире экстремизм оказывает негативное влияние на общественную жизнь: от социального взаимодействия между индивидами, их взглядами на различные процессы в обществе до государственной политики как на международной арене, так и внутри страны. Сам термин «экстремизм» представляет собой сложное общественное и политическое явление, цель которого - достижение деструктивных действий, зачастую насильственными методами. Не ставя цели выработки новых подходов к трактованию дефиниции «экстремизм», автор пришел к выводу, что он является сложным политико-правовым и социальным явлением, выражающимся в приверженности к крайним взглядам отдельными индивидами, которые могут объединяться в группы или организации по мотивам религиозной, расовой, гендерной и иной социальной неприязни для совершения призывов к таковым действиям или их осуществления для достижения определенных деструктивных целей (подрыв основ государственного устройства, обострение социальных противоречий и др.). В свою очередь, экстремисты достаточно давно стали использовать сеть Интернет в целях вербовки лиц в экстремистские организации, распространения информации деструктивного толка с помощью современных методов на различных сайтах, форумах, социальных сетях, мессенджерах.

Кроме того, как подчеркивается в Стратегии противодействия экстремизму до 2025 г., сеть Интернет стала превалирующим средством координации деятельности экстремистских и террористических организаций.

Государственная политика свидетельствует о важности противодействия данному виду преступности всеми органами власти, а также общественными организациями, институтами гражданского общества и физическими лицами. Среди таких субъектов особенное место занимают оперативные подразделения системы МВД России и следственные органы.

Процесс раскрытия и расследования преступлений данной категории нуждается в дополнительных источниках получения информации как о самом уголовно-наказуемом деянии, так и лицах, причастных к его совершению.

Проведенный анализ показал, что выявление функционирующей в сети Интернет информации, указывающей на обстоятельства приготовления, совершения, сокрытия экстремистских преступлений, наиболее целесообразно и эффективно в рамках производства ОРД по ряду причин:

- Скорость получения и обработки информации;

- Вариативность способов получения таких сведений;

- Относительная простота использования и довольно невысокие затраты, а в ряде случаев и их полное отсутствие;

- Возможность поиска дополнительной информации, представляющей интерес для оперативных подразделений и следственных органов, получение которой «традиционными» методами затруднено или вовсе невозможно.

В зависимости от целей и задач, стоящих перед правоохранительными органами, а также методов, использующихся ими, считаем возможным говорить о функционировании в сети Интернет оперативно-розыскной и криминалистической информации.

Говоря о функционирующей в сети Интернет оперативно-розыскной информации, значимой для раскрытия преступлений экстремистской направленности, необходимо указать на ее соответствие следующим критериям:

- специальная цель получения (противодействие экстремизму);

- методы получения, обработки и использования, в т.ч. с зашифровкой источника таких данных;

- возможность перепроверки получаемой информации;

- использование уполномоченными субъектами.

В процессе расследования преступлений экстремистской направленности такая информация может носить как ориентирующий характер для следователя, так и доказательственный (при соблюдении условий, регламентированных УПК РФ). Действующее законодательство хоть и не содержит четких требований к использованию информации из Всемирной сети Интернет при проведении оперативно-розыскных мероприятий, однако не запрещает такую деятельность при соблюдении общих принципов оперативно-розыскной деятельности, сформулированных в отечественном оперативно-розыскном законодательстве.