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Заключение

ВходедиссертационногоисследованиябыларешенаважнаянаучнаязадачазаключающаясявразработкемоделейиметодовобнаруженияаномальноготрафикасетейинтернетавещейОсобоевниманиевработеуделенонесколькимнаправлениям систематизацииметрическиххарактеристик

позволяющихоценитьстатустрафикаинтернетавещейнормальныйилианомальныйиприменениюмоделейглубокогообученияприпостроениисистемыобнаруженияатаксучетомметрическиххарактеристик

Проведенныевработеисследованияпозволили

 Рассмотретьархитектурыобусловливающиеиерархическуюструктурупостроениясистемыобнаруженияатакнаузлыинтернетавещей

 Выделитьхарактеристикиособенныедляинтернетавещейтакиекаксвязностьикластеризациясенсорныхустройствсрокслужбысенсорнойсети

 Сформулироватьзадачудиссертационногоисследованиякакоптимизационнуюзадачупозволяющуюпредложитьвыбратьмеханизмыобнаруженияаномальноготрафиканавсехучасткахиерархическоговзаимодействияустройствиузловинтернетавещей

 Классифицироватьатакинасетиинтернетавещейимеханизмовобеспеченияпротиводействиясетевыматакам

 Предложитьсистемудиагностическихпрогнозирующихиретроспективныхметрикобусловливающуюсвоевременноеобнаружениеотклоненияпоказателейаномальноготрафикаотнормального

 Предложитьструктурусистемыобнаруженияатакдлясетейинтернетавещейсописаниемкомпонентучаствующихвпроцесседетектированияаномальноготрафика

 Предложитьметоддетектированияаномальногоповедениясенсорныхустройствкоторыйопираетсянаглубокиеавтоэнкодерыотдельнодлякаждого





устройстваобученногонастатистическихфункцияхизвлеченныхизнезараженноготрафика

 Систематизироватьоценкиэффективностиметодовмашинногообучениясцельювыборамоделиклассификаторасетевыхатак

 Выбратьэкспериментальнымпутеммодельклассификаторасетевыхатакнауровнесети

 Разработатьимитационнуюмодельсетидлядемонстрациинеобходимостивнедрениямеханизмовобнаруженияаномальноготрафикаатакисточающихэнергию

 Продемонстрироватьувеличениесрокаслужбысетиикоэффициентадоставкипакетовадресатувсетисвнедрениеммоделиоценкидоверияузлампосравнениюссетьювкотороймеханизмыобнаруженияаномальноготрафикаотсутствуют